
Information Technology Policies, Standards and Guidelines 
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Network Security & Privacy Network Security & Privacy Network Security & Privacy 
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 Network 
Infrastructure 

 Remote Access 
 Exception Process 
 

 Enterprise Information 
Security 

 Password 
Management 

 Privacy 
 Vulnerability 

Assessment and 
Management 

 
 

 Network Equip. 
 Internal Network 

Protocol 
 Naming and 

Numbering 
 Physical Infrastructure 
 Network Configuration 
 Wireless LAN 
 Router and Switch OS 

Upgrade 
 
 

 Patch Management   
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7  External Network & 
Systems Connectivity 

 Network Service & 
Performance 

 Network Admin. 
 
 
 
 
 
 
 

 
 

 Network Service & 
Performance 

 Network Admin 

  Network Incidence 
Reporting 
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 IP Telephony 
 Network Management 
 
 
 

 Acceptable Use 
 Employee and Third 

Party Policy for 
Information 
Technology Security 
and Privacy 

 Protected Information 
 Distributed Data 

Management 
 Mobile Device 

Management 
 Asset Protection 
 Encryption 
 Privacy 
 

 IP Telephony 
 Network Management 
 Remote Access 

 Blackberry 
Management 

 Asset Protection 

  Acceptable Use 
 Acknowledgement of 

Information Security 
Responsibilities and 
Confidentiality 

 Software System 
Development and 
Acquisition 
Guidelines 

 


